
 
GOVERNMENT OF INDIA 

MINISTRY OF HOME AFFAIRS 
 

LOK SABHA 
UNSTARRED QUESTION NO. 2337 

 
TO BE ANSWERED ON THE 09TH MARCH, 2021/ PHALGUNA 18, 1942 (SAKA) 
 
NATIONAL CYBER CRIME REPORTING PORTAL 
 
2337.  SHRI SUDHAKAR TUKARAM SHRANGARE: 

SHRI SHIVAKUMAR C. UDASI: 
 

Will the Minister of HOME AFFAIRS be pleased to state:  
 
(a) the total number of complaints received on the National Cyber Crime 
Reporting Portal during the last three years, State-wise particularly in 
Maharashtra and Karnataka; 
 
(b) the number of such complaints registered on the portal that had been 
converted into First Information Reports (FIRs); 
 
(c) the reasons for very low rate of conversion of complaints into FIRs; and 
 
(d) the concrete steps taken by the Government in this regard? 
 
ANSWER 
 
MINISTER OF STATE IN THE MINISTRY OF HOME AFFAIRS 
(SHRI G. KISHAN REDDY) 

(a) to (d): ‘Police’ and ‘Public Order’ are State subjects as per the Seventh 

Schedule of the Constitution of India. States/UTs are primarily responsible for 

the prevention, detection, investigation and prosecution of crimes through 

their Law Enforcement Agencies (LEAs). 

Ministry of Home Affairs operationalized the National Cyber Crime 

Reporting  Portal  on  30th  August  2019  to provide a centralized mechanism to  
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the citizens for online reporting of all types of cyber crime incidents, with a 

special focus on cyber crimes against women and children. Incidents reported 

on this portal, their conversion into FIRs and subsequent action thereon are 

handled by the State/UT law enforcement agency concerned as per the 

provisions of the law. As per the data maintained, since its inception 317439 

cyber crime incidents and 5771 FIRs have been registered upto 28.02.2021 in 

the country which inter-alia includes, 21562 cyber crime incidents and 87 FIRs 

registered in Karnataka, and 50806 cyber crime incidents and 534 FIRs 

registered in Maharashtra. 

The MHA holds regular interactions with the State/UTs and advises them 

to expedite the disposal of cyber crime incidents reported with special 

emphasis on disposal of incidents pertaining to women and children. 
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